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After reviewing Artemis Financials’ needs and what they hope to accomplish, the algorithm cipher I believe would be best is the AES or Advanced Encryption Standard which was established by the NIST back in 2001 and is also used by the U.S. Government for encrypting classified information. AES is used to secure data at rest and in transit. Specifically, the AES-256 algorithm cipher is used for banking and is considered the most secure. This is because of the 256-bit symmetric-key encryption that protects sensitive information and makes it extremely difficult to hack.

The hash function converts the input data into a fixed-length string of bits compressing the value. The bit level is used to determine the length of the encryption, working together these functions keep secure information protected and make it harder to be infiltrated. Using the random number function will create an unpredictable sequence of random numbers making it more difficult for an intruder to guess or figure out the keys for the encryptions and decryptions. Symmetric key encryption uses the same key to encrypt and decrypt the data in transit or at rest. Asymmetric keys, typically used for signing, have two separate keys. One key is to be kept secret and only known by the sender and the other is the public key and can be known by anyone. Keysets are also useful because you can manage the use of several different keyset types (symmetric and asymmetric keys) in your application. The beginning of modern cryptography started in the early 1970s with the Data Encryption Standard or DES until it was cracked in 1997. AES was approved in 2002 and became effective as a U.S. federal government standard. Encryption algorithms are still in use and even more so in today’s world with more and more information being transferred to the cloud and over the internet. The technology field is always looking for better, safer, faster, and more secure ways to protect people’s information whether in transit or being stored in a database.
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